项目需求
	项目名称
	网络设备维保服务

	需求内容：
我院大部分正在使用的网络设备已过维保时间，为了保障网络设备的正常运行、出现故障时能够得到原厂的技术支持和问题处理，需要对部分核心网络设备采购原厂级维保服务3年。具体需求如下：
一、锐捷设备维保服务：
1、 提供现网运行的2套S8612E设备（含主机箱，引擎板卡，端口板等关键部件）的原厂维保服务。
2、 提供现网运行的2套RG-S5750C-48SFP4XS-H设备的原厂维保服务。
3、 提供现网运行的4套RG-S5750C-28SFP4XS-H设备的原厂维保服务。
4、 提供现网运行的4套RG-S6120-20XS4VS2QXS设备的原厂维保服务。
5、提供现网运行的4套RG-S6120-48XS8CQ设备的原厂维保服务。
6、现场支持服务：维保期间内，组织2次赋能培训，主要内容为日常维护类技术培训；需完成1次看网讲网服务，进行全网摸排，检查各节点存在问题并输出风险点和优化措施；提供1年2次的维保设备巡检服务。
二、提供运维管理云端服务
1、要求原厂工程师提供云端服务，包含但不限于日常运行保障、故障梳理及排查等。为保障运维服务能力和效率，需要服务配给一套运维监控平台，平台具备包含不限于统一资源与管理、业务监控管理、告警管理、风险预防管理、IP地址管理等多个方面的能力，帮助组织全面提升IT运维管理的效率和效果；
    2、为保证服务的连续性，要求配套工具/模块/相关服务必须同厂商，所有软件/模块必须拥有完全自主知识产权，能独立研发、自主可控，全中文界面，提供友好、直观、易懂的图形呈现。
    3、方案整体设计应符合等保2.0要求，其中在客户端，监控平台应无法被互联网通过端口扫描发现；在数据传输方面，应采用https等安全协议进行通信，接收的指令和上传的数据需采用RSA等主流非对你加密，保证了传输过程的安全，保证信息不会被中间⼈篡改、窃取；在数据存储方面，云端应有证书认证，所有访问均需加签验签过程，防假冒，数据采用全库加密存储，防强行攻破数据库后导致数据泄露。
    4、对于关键IT资源（网络设备、操作系统、数据库、中间件、关键链路、服务器硬件、虚拟化、存储等），配套监控平台应管尽管，纳入监控的资源占比不低于95%。
    5、对于关键IT资源（网络设备、操作系统、数据库、中间件、关键链路、服务器硬件、虚拟化、存储等），需要提供7*24小时的不间断的保障值守；当出现故障或重大风险时服务商需要进行初步确认，并第一时间通报我方干系人，早发现早修复，问题识别准确率不低于95%。
    6、服务商应提供关键IT资源（网络设备、操作系统、数据库、中间件、关键链路、服务器硬件、虚拟化、存储等）状态和性能的巡检服务，每天最少完成两次巡检并将结果通过我方接口人；如果发现异常，需要进行初步确认后，第一时间通报我方干系人。
    7、服务商应结合我方个性化需求及行业经验，每月对我方IT资源（网络设备、操作系统、数据库、中间件、关键链路、服务器硬件、虚拟化、存储等）的关键指标趋势变化以及发生过的告警事件进行详细分析，定制并持续优化相应的告警规则和监控策略，让告警更加的精准有效、具备行动力；要求IT资源告警准确率不低于95%，最低每周进行一次告警策略调优。
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